PeopleSoft Administration Syllabus 
Goal: After attend this class, students will be a qualified PeopleSoft Administrator and able to handle all related tasks.
Audience:  This is an advanced class. Prior to attendthis class, students should be either one of the following:

1. A senior level DBA in Oracle, SQL Server or DB2

2. A senior level middleware administrator.

3. Worked as PeopleSoft developer, technical, functional or configuration manager.

4. 5 or more years of experience as IT professional who are motivated to change his/her focus.

5. A computer science major who is eager to learn.
Time line:3 months.

Training method:Students watch class videos online. The instructor will communicate with students through QQ/MSN/Skype etc. Students will attend classes and practice workshops.
1. System and Server Administration

1. Understanding PeopleSoft Internet Architecture

2. Working with Server Domain Configurations

3. Using the PSADMIN Utility

4. Using PSADMIN Menus

5. Setting Application Server Domain Parameters

6. Working with Oracle WebLogic

7. Working with IBM WebSphere

8. Configuring Verity Search and Building Verity Search Indexes

9. Using PeopleSoft Configuration Manager

10. Using PeopleTools Utilities

11. Tracing, Logging, and Debugging

12. Working with Jolt Configuration Options

13. Securing PS_HOME and PS_CFG_HOME

14. WebLogic Managed Server Architecture

15. PeopleSoft Timeout Settings

16. Ensuring Session Stickiness

17. Troubleshooting Server Issues

18. Replicating an Installed Environment

19. Working with PSADMUTIL
2. Security Administration

1. Understanding PeopleSoft Security

2. Setting Up Permission Lists

3. Setting Up Roles

4. Administering User Profiles

5. Working with User Profiles Across Multiple PeopleSoft Databases

6. Employing LDAP Directory Services

7. Employing SignonPeopleCode and User Exits

8. Implementing Single Signon

9. Using Web Services for Object and Row-Level Data Authorization

10. Working with SSL/TLS and Digital Certificates

11. Working with Web Service Security (WS-Security)

12. Encrypting Text With PSCipher

13. Securing Data with PeopleSoft Encryption Technology

14. Implementing Query Security

15. Implementing Definition Security

16. Managing PeopleSoft Personalizations

17. Enabling Kerberos Authentication in a Microsoft Active Directory Environment

18. Enabling Kerberos Authentication in the Browser

3. PeopleSoft Integration Broker Administration

1. Understanding Setting Up PeopleSoft Integration Broker

2. Administering Messaging Servers for Asynchronous Messaging

3. Managing Integration Gateways

4. Using Listening Connectors and Target Connectors

5. Adding and Configuring Nodes

6. Configuring PeopleSoft Integration Broker for Handling Services

7. Specifying UDDI Repositories in PeopleSoft Systems for Providing and Consuming Services

8. Managing Pub/Sub Server Domains

9. Using the Integration Network WorkCenter

10. Using the Integration Network

11. Activity Guide: Configuring PeopleSoft Integration Broker

12. Setting Up Secure Integration Environments

13. Tuning Messaging System Performance

14. Using the Delivered Listening Connectors and Target Connectors

15. Using the Integration Broker Connector SDK
4. Change Assistant, Update Manager and PeopleSoft Upgrades

1. Understanding The Environment Management Framework and PeopleSoft Change Assistant

2. Configuring and Running Environment Management Components

3. Configuring Change Assistant

4. Working with Change Assistant

5. Discovering and Downloading Updates

6. Applying Updates

7. Working with Change Packages

8. Getting Started with Software Upgrades

9. Configuring Change Assistant for Upgrades

10. Running Upgrade Jobs with Change Assistant

11. Using Data Conversion Utilities

12. Comparing and Copying Managed Objects

13. Merging PeopleCode, SQL or XSLT

14. Working With Scripts

15. Modifying Step Properties and Parameters

16. Clearing Environment Management Framework Cache

17. Troubleshooting Change Assistant and EMF
